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Previous experience as CTO of 
Dark Web Intelligence & Investigations at 

K2 Intelligence / BlueVoyant

Military & private sector experience: Cryptography, Data Science, 
Risk Mitigation, Penetration Testing



Big Data Analytics

Cloud Computing

Industrial IoTAugmented Reality

Machine to Machine

Mobile Technologies

Autonomous Robots

INDUSTRY 4.0 IS AN ECONOMIC GAME CHANGER

Improved efficiency

Improved productivity

Improved quality

Reduced downtime
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INDUSTRIAL SECURITY IS FACING A BIG 
CHALLENGE

Lack of cybersecurity skills on the 

production floor

Cyber-attack surface increased by digital 

transformation

Difficulty in establishing a coherent & clearpicture;

asset management & security posture

Existing OT cybersecurity solutions are 

reactive and not preemptive

Cybersecurity isnõt built into production devices, 

machinery 

Need For

òSecure Production/Engineering Lifecycleó



EFFECTIVE INDUSTRIAL CYBERSECURITY IS:

S I M P L E C O L L A B O R A T I V E A U T O M A T E D
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SIMPLE
Useable, Seamless




